RESOLUTION NO.

A RESOLUTION AUTHORIZING THE RATIFIED SUBMISSION OF A GRANT APPLICATION TO THE
WYOMING OFFICE OF HOMELAND SECURITY FOR THE FFY 2023 STATE HOMELAND SECURITY GRANT
PROGRAM (SHSP), ON BEHALF OF THE GOVERNING BODY OF LARAMIE COUNTY, WYOMING TO
REQUEST FUNDING FOR THE LARAMIE COUNTY INFORMATION TECHNOLOGY DEPARTMENT IN THE
AMOUNT OF $80,000.

FOR THE PURPOSE OF: REQUESTED FUNDS WILL BE USED FOR THE PURCHASE OF TWO WEB
APPLICATION FIREWALLS FOR CYBERSECURITY.

WITNESSETH

WHEREAS, the Wyoming Office of Homeland Security receives FFY 2023 SHSP funds from the
Federal Emergency Management Agency and;

WHEREAS, the Wyoming Office of Homeland Security distributes a portion of these FFY 2023
SHSP funds to Wyoming Counties and;

WHEREAS, the Laramie County Board of Commissioners is eligible to apply for and receive FFY
2023 SHSP funds for the Laramie County Information Technology Department and;

WHEREAS, the Governing Body of Laramie County desires to participate in the Wyoming Office
of Homeland Security Grant Program (SHSP) by sponsoring this grant application to assist in financing
the Information Technology Department; and

WHEREAS, the Governing Body of Laramie County has been provided with preliminary cost
estimates and information on this project; and

NOW, THEREFORE, BE IT RESOLVED BY THE GOVERNING BODY OF LARAMIE COUNTY that a
grant application for $80,000 be submitted to the Wyoming Office of Homeland Security for
consideration of assistance in funding the Laramie County Information Technology Department under
the FFY 2023 SHSP grant program.

BE IT FURTHER RESOLVED, that Sandra Bay, or her successor in the position of Laramie County
Grants Manager, is appointed as agent of the Laramie County Board of Commissioners to execute and
submit applications and certifications for these funds and to receive funds and implement the programs
funded under this grant.

PASSED, APPROVED AND ADOPTED THIS 4*" DAY OF APRIL 2023.

By: Date:

Troy Thompson, Chairman

ATTEST:

Date:

Debra Lee, Laramie County Clerk

Received and Approved as to Form only By:
'\/VC_ L/VQM.QXJ Date: 5 2D 'Z%

Laramie County Attorney’s Office




Sandra Newland
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From: ZoomGrants Notices <Notices@zoomgrants.com>
Sent: Monday, March 20, 2023 8:56 AM
To: Sandra Newland
Subject: Application Submitted: Cybersecurity

Attention: This email message is from an external(non-County) email address. Please exercise caution
and/or verify authenticity before opening the email/attachments/links from an email you aren't expecting.

Sandra Newland (Bay),
Congratulations!
This is to confirm that your 2023 SHSP application has been successfully submitted.

If you need to edit your application or have any questions, please contact Darryl Erickson at --darryl.ericksc

From ZoomGrants:
Success! Your application has been submitted!
Here is a link to the Print/Preview of your application. You can also save your application as a PDF from th

https.//www.zoomgrants.com/printprop.asp ?rfpidu=E67BA3DB96DB48A88892ABAE30AF9EC8&propidu=!
As a security measure, you must be logged into your account, before clicking on the above link to view you

Alternatively, you can quickly check the status of your application by clicking
https://www.zoomgrants.com/applicationstatus.aspx?g=9470B097653A4FD89208FF58A5BDDFE8&p=43~

ZoomGrants proudly supports the Grant Professionals Association as an invaluable resource provider to th

P435699

This email was sent from a notification-only email address.
Replies to this message will be sent to the person who originated this message.
Thank you for using http://www.zoomgrants.com
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Wyoming Office of Homeland Security

FY 2023 SHSP
Deadline: 4/3/2023

Laramie County, Wyoming

Cybersecurity
Jump to: Application Ques udget Documents

$ 80,000.00 Requested Laramie County, Wyoming

310 W 19th St Ste 300 Telephone307-633-4260

Cheyenne, WY 82001 Fax
Project Contact United States Web laramiecountywy.gov
Sandra_Newland (Bay) , EIN 83:6000111
sandra.newland@®laramiecountywy.gov Chairman UE| ESDLJCTHGNQ8
Tel; 307-633-4201 Iroy Thampson : _ SAM 12/27/2022

commissioners@laramiecountywy.gov  Expires
Additional Contacts
brad.alexander@laramiecountywy.gov;dominic.davis@laramiecountywy.gov

Project Details

1. Type of Jurisdiction
County Emergency Management
Law Enforcement
Coroner

RERT

Bomb Team
School District
State Agency
Special District
City/Town

Other: County

ROOOOOOoOooo

2. Please provide your Unique Entity ID (SAM UEI number)
This takes the place of your DUNS number effective April 4, 2022.
E9IDLJCTHGNQS8

3. Please describe "What" your need is and "Why" you need it.

If submitting more than one project application for FY 2023 SHSP, please rank this project application in order of priority. (Example 1 of 2, 2 of 2, etc.)
Laramie County and our IT department is requesting funding for two web application firewalls for cybersecurity. These would act as a high
availability pair in case of failure or attack on our system. These reverse proxies protect our outside/public facing websites including GIS mapping for
public safety and elections, along with other services. Our current solution is being pushed to capacity and no longer meets our needs for current
cybersecurity standards. Our existing solution is also not a high availability pair, so if it goes offline, our critical services also go offline. The requested
firewalls would identify and block all unwanted traffic to include potential terrorist threats to county government. A proper firewall system is
essential for protecting Laramie County security.

4. List your AEL Codes here. REQUIRED for all equipment requests. The AEL is available at http://www.fema.gov/authorized-equipment-list.
Some equipment items require prior approval before the obligation or purchase of the items. Please reference the grant notes for each equipment
itern to ensure prior approval is not required,

05NP-00-FWAL Firewall, Network (copy of AEL printout attached).

5. Does this project require new construction, renovation, retrofitting or modifications of an existing structure?
Are you drilling holes in walls, turning dirt or modifying an existing structure in any way?

[ YES - An EHP may be required

¥ NO

6. Does the requested funding cover all components of the project?
hitps://www.zoomgrants.com/printprop.asp?rfpidu=E67BA3DBI6 DB48A88892ABAE30AFIECS&propidu=9470B097653A4F D89208FF58A5BDDFES&... 1/5
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[ no

7. Will you accept partial funding?
¥ vEs
[J No, explain:

8. Have you applied for other grant opportunities to fund this request?

Ifyes, please name what other grants have been applied for, the amount of funding received and what portion of the project the funding was for.
No, we currently do not have any other grant requests for this cybersecurity measure. We did request funding from the Wyoming Office of
Homeland Security last year and were not funded.

9. Does this project support a previous SHSP award?
[J yes
¥ no

10. ** |f you answered YES to number 9, please answer: (a) what previous year; (b) the project name; and (c) the last completed milestone.
** |f you answered NO, please put N/A.
-no answer-

11. Is this project part of a muiti-year strategy? If YES, please explain. Otherwise, put NO.
No

12. Did you or your jurisdiction participate in the THIRA?
YES

[ no

13. Does this project address gaps identified in the THIRA/SPR?
¥ yes
1 no

14. If YES to #13, explain how this project ties into your THIRA/SPR and how it addresses the gap. If NO, explain what other assessments,
exercises or real world events identified the gap being addressed.

(For example: cyber/physical security assessment)

Cybersecurity and secure networks are a continuing concern that has been identified in our THIRA. Our cybersecurity project will protect county
systems to include information and services as outlined in the priority investment. The firewalls will allow sensitive information to be secure from
damage, unauthorized use and exploitation along with providing protection from all hazards. Having a robust firewall system addresses many
sections of the THIRA/SPR as several agencies use our systems (law enforcement, EMA & health department). Several specific areas of the THIRA/SPR
are addressed including; planning, public information and warning, operational coordination, operational communications, health and social
services, intelligence and information sharing, access contral & identity verification, cybersecurity, and threats and hazard identification. The
cybersecurity project ties into the mission area of providing protection for Laramie County's critical data.

Securing Laramie County data is one of the most important job functions that I.T. does, and it is considered the highest of our priorities. Backups
and data/resource availability is listed in the Laramie County Emergency Response Plan and the Laramie County Cyber Security Plan as being a
critical aspect of cyber/emergency readiness. Firewall protection has also been identified in several round-tables, as the best recovery option for
terrorist and cyber-attacks within Laramie County.

15. All projects under this grant must have a nexus to terrorism. Please describe how your project relates to acts of terrarism.
Cyber-attacks are their own form of terrorism and cybersecurity is critical to protecting county government aperations. Our county houses several
essential partners to include law enforcement, EMA, elected officials, and the health department. Our county is active in coordinating events with the
city and state and we act as partners in response operations. A key component of being able to mitigate a terrorist threat is a robust cybersecurity
system to protect critical information and systems to allow a comprehensive and timely response.

16. Provide justification on how the project will be maintained, supported, and sustained.

Our cybersecurity project will be supported, maintained and sustained by Laramie County if funded. Once purchased the annual maintenance of the
firewalls will be included into the fiscal I.T. budget for on-going maintenance. Once implemented the project will save the county money and time as
well as provide state of the art security for the sensitive data of Laramie County and its partnering agencies.

17. Select your Primary core capability
See Core Capabilities Reference Document under Library Section above (select link to download)
(1 Planning

] public Information and Warning

O Operational Coordination

i Intelligence

[ Interdiction

1 screening, Search

[] Access Control and Identity Verification
™ cybersecurity

https://www.zoomgrants.com/printprop.asp?rfpidu=E67BA3DBI6DB48A88892ABAE30AFIECS&propidu=9470B097653A4FD89208FF58A5BDDFES&... 2/5
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Physical Protective Measures

Community Resilience

Long-term Vulnerability Reduction

Risk and Disaster Resilience Assessment
Threats and Hazard Identification
Infrastructure Systems

Environmental Response/Health and Safety
Fatality Management Services

Logistics and Supply Chain Management
On-Scene Security, Protection, and Law Enforcement
Operational Communications

Other:

Ooooooooooood

18. Select your Secondary core capability (if applicable)
If not applicable, put NONE under Other
Planning

Public Information and Warning
Operational Coordination

Intelligence

Interdiction

Screening, Search

Access Control and Identity Verification
Cybersecurity

Physical Protective Measures

Community Resilience

Long-term Vulnerability Reduction

Risk and Disaster Resilience Assessment
Threats and Hazard Identification
Infrastructure Systems

Environmental Response/Health and Safety
Fatality Management Services

Logistics and Supply Chain Management
On-Scene Security, Protection, and Law Enforcement
Operational Communications

Other:

gooooooooooboorROoooooo

19. Select your Tertiary/Third core capability (if applicable)
If not applicable, put NONE under Other

[J Planning

[ public Information and Warning
Operational Coordination
Intelligence
Interdiction
Screening, Search
Access Control and |dentity Verification
Cybersecurity
Physical Protective Measures
Community Resilience
Long-term Vulnerability Reduction
Risk and Disaster Resilience Assessment
Threats and Hazard Identification
Infrastructure Systems
Environmental Response/Health and Safety
Fatality Management Services
Logistics and Supply Chain Management
On-Scene Security, Protection, and Law Enfarcement
Operational Communications
Other: None

< L1 CFOITEED 3 O] 2V EEY ) 3 EECT B DG

20. Does this investment focus on building new capabilities or sustaining existing capabilities?
] BUILD

https://www.zoomgrants.com/printprop.asp?rfpidu=E67BA3DB96DB48A88892ABAE30AFOECS&propidu=9470B097653A4FD89208FF58A5BDDFES... 3/5
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21. Is any part of this proposed project a deployable and/or shareable asset?
An asset that can be utilized as a local, state, regional, or national resource.

[ ves

¥ NO

22. Does this project support a NIMS typed resource?
Resource typing is defining and categorizing, by capability, the resources requested, deployed and used in incidents.
https://rtit.preptoolkit.fema.gov/Public

I ves

v NO

Milestones
Submit a minimum of four (4) milestones for all projects. Milestones should represent a logical progression of the project to allow for realistic
monitoring and management of grant funding. This attribute will function as a tool for measuring project progress in future reporting periods.

23, First Milestone/Key Activity. Include your projected Start and End Dates.

Example: December 15, 2022 to December 15, 2023,

A grant award is expected to occur in October 2023. We will establish a budget and accounting line items to prepare for the funding. Upon award,
the County will work to explore vendors to provide the needed web based firewall protection. We will follow the Laramie County Procurement
Policies on purchasing this software. We anticipate this step will be completed by February 2024,

24, Second Milestone/Key Activity. Include your projected Start and End Dates.

Example: December 15, 2022 to December 15, 2023,

We anticipate having our vendors outlined in March of 2024 and we will be ready to move forward with the purchase. We are allowing three months
for this process to run through May 31, 2024,

25. Third Milestone/Key Activity. Include your projected Start and End Dates.

Example: December 15, 2022 to December 15, 2023.

Beginning in June 2024, we anticipate coordinating with the selected vendor for installation and setup of the firewall systems. We are allowing up to
three months for this process to allow for fluctuating installation and scheduling demands. We anticipate being completed with this milestone in
September 2024.

26. Fourth Milestone/Key Activity. Include your projected Start and End Dates.

Example: December 15, 2022 to December 15, 2023.

Our final milestone will be to closeout and finalize all grant items with the Wyoming Office of Homeland Security. We anticipate this taking place in
October-December 2024,

Additional Information

27. Provide any additional information about the project you would like us to consider.
You may upload a document if you need more space.

Zoom grants shows that Laramie County's Sam.gov registration expired on 12/27/22, this is incorrect. Our registration is active and in good standing,
a copy has been attached.

We will also consider a partial award to fund one firewall instead of the two.

Budget (op
Funding Uses/Expenses Amount Requested Total Project Cost
Planning $0.00 $0.00
Organization $ 80,000.00 $ 80,000.00
Exercise $0.00 $0.00
Training $0.,00 $0.00
Equipment $0.00 $0.00
Total $ 80,000.00 $ 80,000.00

Budget Narrative

We are requesting a total of $80,000 for the purchase of two web application firewalls to be implemented in Laramie County firewall
cybersecurity protection. Each firewall is approximately $40,000. Our County IT Department will lead the project and coordinate with the
selected vendor for setup and installation, We are putting this request under the category of organization, as it is not considered equipment,
but more of an operations expense. We have included a quote from Zivaro for the referenced firewall application. For this expenditure we will
be using the AEL of 0SNP-00-FWAL.

https:/fwww.zoomgrants.com/printprop.asp?rfpidu=E67BA3DB96DB48A88892ABAE30AFIECE&propidu=9470B097653A4F D89208FF58A5BDDFES&... 4/5
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Documents Requested * Required?

AEL

Quote

*ZoomGrants™ js not responsible for the content of uploaded documents.

Application ID; 435699

Becomea fan ol 7
Problems? Contact us al ZagmGrants coim
©2002-2023 GrantAnalyst.com. All rights reserved.
“ZoomGrants® and the ZoomGrants logo are trademarks of GrantAnalyst.com, LLC.

" on Facebook

qut | Browser

https:/iwww.zoomgrants.com/printprop.asp?ripidu=E67BA3DB9I6DB48A8B8I2ABAE30AFOEC8&propidu=9470B097653A4FD89208FF58A5BDDFESS... 5/5



Description:

Applicable Grant Programs:

Grant Notes:
Applicable Core Capabilities:

Soltware for protection against viruses, spyware, and malicious
codc. May be obtained for individual hosts or for entire network
scgments.

BZPP , EMPG, EOC, IBSGP , LETPA-SHSP , LETPA-UASI, MMRS ,
OPSG, PSGP, PSIC , SHSP , THSGP . UASI

Environmental Response/Health and Safety . Intelligence and
Information Sharing , Interdiction and Disruption , Mass Scarch
and Rescue Operations , On-scene Security and Protection .
Operational Communications . Operational Coordination , Physical
Protective Measures , Planning , Public Health and Medical Services
. Public Information and Warning , Public and Private Services and
Resources . Screening , Scarch , and Detection

05HS-00-PFWL  System, Personal
Description:
Applicable Grant Programs:

Grant Notes:
Applicable Core Capabilities:

Firewall

Personal firewall for operation on individual workstations. Usually
a software solution, but appliances are also available.See also:
05NP-00-FWAL.

BZPP . DLSGP , EMPG, EOC, IBSGP , LETPA-SHSP, LETPA-UASI,
MMRS , OPSG, PSGP ., PSIC , SHSP , THSGP ., UASI

Environmental Responsc/FHealth and Safety . Intelligence and
Information Sharing . Interdiction and Disruption , Mass Scarch
and Rescue Operations , On-scene Sccurity and Protection ,
Operational Communications , Operational Coordination , Physical
Protective Measures , Planning , Public Health and Medical Services
. Public Information and Warning , Public and Private Services and
Resources , Screening , Scarch , and Detection

(05NP) Network Level Security

(0SNP-00)

USNP-00-FWAL  Firewall, Network

Description:
Applicable Grant Programs:

Grant Notes:
Applicable Core Capabilities:

Firewall (software or standalonc appliance) for use in protecting
networks. See also 05HS-00-PFWL.

BZPP . DLSGP , EMPG , EOC |, IBSGP . LETPA-SHSP , LETPA-UASI,
MMRS , OPSG, PSGP , PSIC , SHSP , THSGP , UASI

Environmental Response/lealth and Safety . Intelligence and
Information Sharing , Interdiction and Disruption , On-scene
Security and Protection , Operational Communications ,
Operational Coordination , Physical Protective Measures , Public
Health and Medical Services , Public Information and Warning ,
Public and Private Services and Resources , Screening , Search , and
Detection

05NP-00-IDPS System, Intrusion
Description:

Applicable Grant Programs:

Grant Notes:
Applicable Core Capabilities:

Detection/Prevention

Intrusion Detection and/or Prevention System (IDS, IPS) deployed
at cither host or network level to detect and/or prevent
unauthorized or aberrant behavior on the network. Software and
hardware (appliance) solutions exist. This replaces item
05NP-00-IDS and incorporates more recent prevention technology.
BZPP . DLSGP . EMPG ., EOC, IBSGP . LETPA-SIISP , LETPA-UASI ,
MMRS , OPSG, PSGP , PSIC . SHSP . THSGP . UASI

Environmental Response/Health and Safety , Intelligence and
Information Sharing , Interdiction and Disruption , On-scenc
Sccurity and Protection , Operational Communications ,
Operational Coordination , Physical Protective Measures , Public
Health and Medical Services , Public Information and Warning ,
Public and Private Services and Resources , Sereening , Search , and
Detection

0SNP-00-SCAN  Tools, Network Vulnerability Scanning

Interactive versions of this list, including an integrated AEL/SEL display are available on-line at www.rkb. us.

Wednesday, September 04, 2013

Full AEL: Page 66 of 166
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Mitch Harty
970-227-1441
mharty@zivaro.com

; l\// \ ‘ ; Account Executive:

3900 E Mexico Avenue, Suite 1000
Denver, CO 80210-3945
www.zivaro.com

Phone: 970-227-1441

Quotation

Prepared For:

Brad Alexander

Laramie County , 82009
(307)633-4340

balexander@laramiecounty.com

Line# | - Item Number

Contract Number: AR2472 Contract Term: 07/24/2018 to 09/16/2026
1 FWB-600E-BDL-934-36 FortiWeb-600E Hardware plus 24x7
FortiCare and FortiWeb Standard Bundle

Fortinet, Inc. - FWB-600E-BDL-934-36
Mfr: FORTINET, INC

1 item(s)

Date: 03/16/2023
QUOTE#. 136986-2

Quote Valid Until: 04/15/2023

Date: 03/16/2023
QUOTEH#. 136986-2

Shipping and Delivery Details

Shipping via:

(DropShip)

Terms and Conditions

Inside Account Manager:
Briana Boehler
720-836-7340
bboehler@zivaro.com

Contract#: NASPO Cloud

Solutions
2 $ 39,026.85 $78,053.70
$78,053.70
Sub-Total $ 78,053.70
Tax $0.00
Freight $0.00

Total $ 78,053.70

Terms with approved credit. Quote is for budgetary purposes only and does not include possible sales taxes and freight charges. Upon acceptance of this Quote all
product, software, and OEM support and maintenance purchases are final unless cancellation or return is pre-approved by Zivaro and OEM, subject to Zivaro's
Return Policy available at https://zivaro.com/return-policy/. Upon acceptance of the Quote, unless otherwise negotiated, Zivaro's Master Sales Agreement (MSA)
will govern the performance and delivery of these items. The most current version of the MSA is available at www.zivaro.com/MSA and may be updated from time

to time without notice.

Prepared by: Briana Boehler Phone: 720-836-7340

Email: bboehler@zivaro.com



Last updated by SANDRA NEWLAND on Nov 30, 2022 at 11:19 AM LARAMIE COUNTY GOVERNMENT

A sAM.cov:
LARAMIE COUNTY GOVERNMENT

Unique Entity ID CAGE / NCAGE Purpose of Registration
ESDLJC1HGNQS8 398U8 Federal Assistance Awards Only
Registration Status Expiration Date
Active Registration Nov 30, 2023
Physical Address Mailing Address
309 W 20TH ST 310 W. 19TH Street
Cheyenne, Wyoming 82001-3601 Suite 300
United States Cheyenne, Wyoming 82001-4449
United States

Doing Business as Division Name Division Number
(blank) Laramie County (blank)
Congressional District State / Country of Incorporation URL

Wyoming 00 (blank) / (blank) (blank)

Registration Dates

Activation Date Submission Date Initial Registration Date
Dec 5, 2022 Nov 30, 2022 May 18, 2005

Entity Dates

Entity Start Date Fiscal Year End Close Date

Jan 1, 1890 Jun 30

Immediate Owner

CAGE Legal Business Name
(blank) (blank)

Highest Level Owner

CAGE Legal Business Name
(blank) (blank)

Executive Compensation

In your business or organization's preceding completed fiscal year, did your business or organization (the legal entity to which this specific SAM record,
represented by a Unique Entity ID, belongs) receive both of the following: 1. 80 percent or more of your annual gross revenues in U.S. federal contracts,
subcontracts, loans, grants, subgrants, and/or cooperative agreements and 2. $25,000,000 or more in annual gross revenues from U.S. federal contracts,
subcontracts, loans, grants, subgrants, and/or cooperative agreements?

No

Does the public have access to information about the compensation of the senior executives in your business or organization (the legal entity to which this
specific SAM record, represented by a Unique Entity ID, belongs) through periodic reports filed under section 13(a) or 15(d) of the Securities Exchange Act
of 1934 (15 U.S.C. 78m(a), 780o(d)) or section 6104 of the Internal Revenue Code of 19867

Not Selected

Proceedings Questions

Is your business or organization, as represented by the Unique Entity ID on this entity registration, responding to a Federal procurement opportunity that
contains the provision at FAR 52.209-7, subject to the clause in FAR 52.209-9 in a current Federal contract, or applying for a Federal grant opportunity
which contains the award term and condition described in 2 C.F.R. 200 Appendix XI1?

No

Does your business or organization, as represented by the Unique Entity ID on this specific SAM record, have current active Federal contracts and/or
grants with total value (including any exercised/unexercised options) greater than $10,000,000?
Not Selected

Within the last five years, had the business or organization (represented by the Unique Entity ID on this specific SAM record) and/or any of its principals, in
connection with the award to or performance by the business or organization of a Federal contract or grant, been the subject of a Federal or State (1)
criminal proceeding resulting in a conviction or other acknowledgment of fault; (2) civil proceeding resulting in a finding of fault with a monetary fine, penalty,
reimbursement, restitution, and/or damages greater than $5,000, or other acknowledgment of fault; and/or (3) administrative proceeding resulting in a
finding of fault with either a monetary fine or penalty greater than $5,000 or reimbursement, restitution, or damages greater than $100,000, or other
acknowledgment of fault?

Not Selected

hitps://sam.govientity/E9DLIC1HGNQ8/coreData?status=Active Page 1 of 3



Last updated by SANDRA NEWLAND on Nov 30, 2022 at 11:19 AM

LARAMIE COUNTY GOVERNMENT

Accounts Receivable POC

A

Tammy Deisch, Deputy Treasurer
tammy.deisch@laramiecountywy.gov
3076334227

Electronic Business

2

Sandra L Newland, Grants Manager
sandra.newland@Ilaramiecountywy.gov
3076334201

310 W 19TH Street

Suite 320

Cheyenne, Wyoming 82001
United States

Government Business

2
Sandra Newland, Grants Manager

sandra.newland@laramiecountywy.gov
3076334201

310 W. 19TH Street

Suite 320

Cheyenne, Wyoming 82001
United States

Past Performance

2

Sandra Newland
snewland@laramiecounty.com
3076334201

KAREN Fortney
kfortney@laramiecounty.com
3076334227

310 West 19TH Street
Suite 300

Cheyenne, Wyoming 82001
United States

309 W 20TH ST

Cheyenne, Wyoming 82001
United States

Security Information

Company Security Level
(blank)

Highest Level Employee Security Level

(blank)

NAICS Codes

Primary NAICS Codes

NAICS Title

IGT Size Metrics

Annual Revenue (from all IGTs)
(blank)

Worldwide

Annual Receipts (in accordance with 13 CFR 121)
(blank)

Number of Employees (in accordance with 13 CFR 121)

(blank)

Location

Annual Receipts (in accordance with 13 CFR 121)
(blank)

Number of Employees (in accordance with 13 CFR 121)

{blank)

Industry-Specific

Barrels Capacity
(blank)

Megawatt Hours
(blank)

Total Assets
(blank)

This entity does not appear in the disaster response registry.

https:/isam.govientity/E9DLICIHGNQS8/coreData?status=Active
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